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I. INTRODUCTION 
 

For online shopping, there are inconsistencies 

between products information and products that 

deliver thatoffline, whenthecustomer the read the 

large amount of product review and we choose the 

target products and to judgment. There are the 

product reviews are not affect consumers, purchase 

intensions, it may affect in enterprises.  There will be 

the positive reviews are attract the customers and 

sale that product in expensive.  

 

While the negative reviews are defame the product 

and drain the potential customers. Therefore, the 

product reviews that positive reviews are sale in 

failure product and then same time the negative 

reviews are defame that product and to suppress 

them. The e-commerce platforms the researches 

show that fake review are not recognized by  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

customer. The online shopping platform the 

consumer good shopping experience and opinion 

and then truthful effect review and then methods to 

find fake reviews are detect. 

 

II. RELATED WORKS 

 
User review are short text as well as its classification 

problem into binary values. The task will determine 

whether reviews are around in sample sets train to 

another new review to find that same set and 

automatically to note. 

 

Already using machine learning algorithm in which 

some of algorithm not used in this type huge 

amount of dataset not used. At the same time there 

no public datasets. For fake reviews and they decided 

the review is fake or not to find the judging review is 

fake in duplicate review.As well as the SVM 

classification is used to bigram and LIWC the two 
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mixed features to determine fake reviews used the 

SVM classifier for classification.Neural network based 

model to learn represent the documents and its 

calculate the sentence to detect the fake 

reviews.Proposed a Deceptive Review Identification 

by Recurrent Convolutional Neural Network model 

by using word context and deep learning to identify 

the fake reviews. 

 

III. EXISTING WORK 

 
1. Identify Fake Reviews from Reviewers Behavior 

Characteristics: 

The analyzed the behavior of reviews and used the 

scoring behavior to detect fake reviews for the first 

time. Behavior based on the false reviewer’s 

possibility for identifying the fake review the 

contribution of weight ranking and positive outlier. 

An effective iterative algorithm for solving these 

three concepts. Based on the graph have also 

developed. We proposed iterative framework with 

three types of nodes. Reviewer and review and 

product based on the review graph. 

 

IV. INSUFFICIENCY OF EXISTING 

RESEARCH 

 
In this time several problems in the related research 

of fake review detection. Supervised learning 

algorithm based usually fake review detection in 

classification method under the method used.  The 

large amount of labeled data as a training samples 

and labeled data are difficult to obtain. Unsupervised 

learning unlabeled cluster and analysis to classify 

though the fusing the detection tasks, the accuracy is 

not high. Semi supervised learning well balances 

basic features as part of speech or n-gram are used 

for modeling  factors as interaction between features 

are ignored to reduce the classification.  

 

 
Fig 1. Fake Review Detection Steps. 

Existing deep learning models perform well in plain 

text classification, are not effective in the fake review 

detection.The main reason is that difficult for fake 

reviews are features from plain text analyzed multiple 

angels.User information, business information and 

other factors. A multiple dimensions method detects 

fake reviews. 

 

V. PROPOSED SYSTEM 

 
1. The Fake Review Detection Model: 

The overall framework of fake review detection in 

this novels,Build a multi-level- indicator system 

includes review text and user behavior information, 

Use crawler technology to collect web reviews and 

user information. Design a feature extraction 

algorithm for text and user information, Quantify 

indicators, delete irrelevant data, and build a 

classification model for fake review detection based 

on multi feature fusion and rolling collaborative 

training.  

 

Multilayer perception (MLP) and convolutional neural 

network (CNN) are used to learn feature vectors, and 

language features and behavioral features are 

weighted through attention mechanisms. 

 

VI. FEATURE EXTRACTION 

 
ASVM based model that classifies the reviews 

detection model. Used both the review text and the 

additional features contained in the data set to build 

a model that predicted with over 75% accuracy. 

Review text the field of e-commerce are used as the 

experimental data set Sentiment intensity and the 

validity of the Doc2 vect text representation network 

model. The optimal classifier combination is selected 

through experiments to complete the classification 

model construction. Test and verify the effectiveness 

of the multi-feature fusion rolling collaborative train 

in method proposed in this research, which is more 

accurate than traditional text classification methods.  

 

This article obtains the original experimental data set 

amazon-dataset/from the yelp review website. The 

data includes user ID, the total number of reviews, 

review content, review level, review time, etc. A total 

of 5854 records were used as the data set for this 

experiment, and the fake reviews were marked with 

the help of the fake reviews filtering system of the 

yelp review website. The experimental data set is 
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shown in Table 2. The number of training sets and 

test sets are divided according to the ratio of 8: 2.  

 

The final evaluation index of the experimental results 

adopts the comprehensive index F1 value and 

accuracy. Since the reviews are published are 

unknown the credibility is unknown, the index 

system to approach to find fake reviews are 

uncertainly unknown. For example the fake review 

stars the 4. 1 star reviews and 5 star reviews are like 

than 3 star reviews. A review is a fake review is 

improved the star rating and the star rating influence 

to choose to desire the product in consumers. 

Reviews the positive emotions will increase 

preference of the product and negative review will 

reduce our interest this product. For to change adds 

the sentiment analysis task.  A fake review detection 

method based multi features and rolling and 

collaborative training is proposed in the present 

study.  

 

The method based article lies in two aspects. We 

proposed method intensity of emotions, to analysis 

the emotion and to sample set in behavior reviews 

for judgment fake reviews. Second, its data asset 

model learning, in which is rolling and then 

coordinate training data and features extracted by 

dynamically updated, the detection performance of 

the classification model. 

 

 
Fig 2.  Proposed System Diagram. 

 

The text representation model and sentimental 

analysis are used to text features, and the users 

abnormal reviews are the user’s behavior. In index 

system established to users characteristics, and 

extraction algorithm designed this step. The 

extracted data is feature are divide into two step 

according to sets of two attributes, The two feature  

sets used training and set of the basic classifier in 

classification model. The integrated learning model 

in which implements to fake review detection.  

 

Fake review detection model including index 

selection, feature extraction classifier  selection and 

collaborative training,  when there will sample set to 

execute then rolling and then classifier to 

automatically to repeat and new set then, fake review 

detection and article gives possible future research 

directions. 

 

VII. CONCLUSION 

 
In order to solve the problem the large-scalable data 

sets are difficult to obtain under the full supervision 

framework, this study proposed a fake review 

detection model based on the combination of multi-

feature fusion and rolling collaborative training. 

Experimental results show that this method is more 

effective than traditional algorithms.  

 

It uses unlabeled data to improve the performance 

of the classification system, and has better 

classification accuracy. At the same time, the 

consistency of sentiment and score is analyzed, and 

the feature extraction of the review is carried out 

through the text representation model.  

 

The experimental results in the review of amazon 

shopping website show that the accuracy of the 

proposed method for detecting fake reviews is 

84.14%, which 3.9% higher than the baseline 

methods.We also got a novel discovery that the 

characteristics of reviews will change with time.  

 

The main reason is that the writing methods of 

professional fake writers will be changed according 

to the update of the detection mechanism of the e-

commerce platform, and we will try our best to 

bypass. Through the detection mechanism, it is more 

difficult to be found, and corresponding counter 

measures can be made based on consumer 

psychology and times like shopping festivals. We 

hope that the next researchers can continue their 

research from the direction of dynamic update 

detection strategy.  

 

In the future, we will strive to find a more effective 

and accurate detection method that can detect false 

information in multiple fields. 
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